
Toll Phishing Scam 

ALERT: NTTA is aware of an email phishing scam that fraudulently claims to be from NTTA and asks the 
recipient to click on a link to learn more about a supposed delinquent toll. NTTA would never request 
payment via email. Customers can check their account online at NTTA.org .  

Anyone who receives this email (a sample copy is below) should be advised it is fraudulent and is not a 
communication from NTTA. If you receive this email, immediately delete it – please do not open or 
respond to the message.  

NTTA diligently protects all customer information and data.  NTTA is pursuing the sender of the email for 
possible legal action. 
 

 

https://www.ntta.org/custinfo/Pages/default.aspx
http://www.drivingnorthtexas.com/wp-admin/post.php?post=279&action=edit
http://www.drivingnorthtexas.com/wp-admin/post.php?post=279&action=edit

